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ABLGROUP
Insurance Brokers & Risk Advisors
tender – INSURANCE specification for

NEWRY, MOURNE & DOWN DISTRICT COUNCIL
	RENEWAL DATE – 1ST April, 2022


4 HS
	insurance specification 

The insurances are renewable on 1st April 2022.
The tender is to be returned by 12 PM on Monday 24th January 2022, in accordance with the Instructions to Tenderers.

Tenders received after this time will NOT be considered.

Tenders may only be submitted to yvonne.burns@ablinsurance.co.uk
Tenders submitted by post or fax will be rejected.

You may cost any or all of the lots listed.

Costs are to be submitted on the Cost Schedule and confirmation must be provided that the costs meet the specification, and are net of Insurance Premium Tax and all commission.

A copy of your quotation and policy wording must be included within your tender return.
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General information
INSURED
:
Newry, Mourne & Down District Council 
CORRESPONDENCE ADDRESS
:
Monaghan Row, Newry, Co.Down, BT35 8DJ
NUMBER OF YEARS IN BUSINESS
:
Established as ‘super’ council 2015. 


Before that 2 x individual councils in the names of Newry & Mourne District Council and Down District Council.
FULL BUSINESS DESCRIPTION
:
Local Authority, Property Owners & Occupiers
VAT STATUS

:
Registered for VAT

PAYE REFERENCE NUMBER

:
120/TB06932
lIst of lots
Lot No:
(1) (a) Combined Liability 
(1) (b) Officials & Professional Indemnity

(2) Crime

(3) Cyber Liability

(4) Exhibition & Regalia

(5) Legal Expenses – Commercial

(6) Legal Expenses – Councillors Code of Conduct

(7) Environmental Impairment Liability

Please Note the following:-

Note 1

Please note that you can quote for any or all of the lots listed in the specification, including all the options in the Public Liability lots.

Note 2

The following Specification is the minimum that will be accepted by the Council.

No additional Exclusions, Conditions or Warranties will be accepted except those already specified.  You are asked to confirm this in the Cost Schedule part of the tender.

The criteria and scoring details of the specification are contained in the “Instructions to Tenderers”

Note 3

All successful insurers would be required to produce claims information to the Council throughout the duration of the contract and any subsequent run – off experience.
Marketing Strategy & Additional Benefits:-
Insurance pricing and cover for the insurance programmes of Newry, Mourne & Down District Council are being sought, with an inception date of 1st April 2022.
ABL Group is the holding broker for these risks 
Newry, Mourne & Down District Council and ABL Group will together undertake an evaluation of each quotation received.  Pricing will be important in this exercise, but we are also looking for differentiation and cutting edge capability to assist Newry, Mourne & Down District Council in their selection process. 

Therefore, when putting forward your terms, please also include comments with regards to the following:-
Payment Options

Please provide details of payment options via Interest Free instalments

Claims Handling Procedures

Claims are required on a direct deal basis.  Please therefore provide full details on the procedures in place for this.

Long Term Agreements

Agreement/Undertaking wordings being proposed including the operation of any such Agreement/Undertaking or rate stability agreements

Rebate Clauses

Newry, Mourne & Down District Council will accept and review offers of Low Claims Rebate clauses.  These should be detailed in full as to how they would operate, when any rebate would be paid and the methodology for payment.
Risk Management Support

Newry, Mourne & Down District Council welcome any offers or proposals in relation to monetary contribution to assist them with risk management & bursary - services to be agreed and delivered during the period 01.04.22 – 31.03.23. The work to be completed by ABL staff – CV’s available upon request.
This support should not be conditional on any aspect of the insurance requirement and should be quoted as an independent item in the quotation response.
Insurer Services

Please can you provide details of any other services or facilities that you are able to offer as part of your insurance proposal, which will give added value and prove beneficial for Newry, Mourne & Down District Council 

Brokerage

On quotation please confirm rate of brokerage.  Brokerage is expected at 0% in respect of this Fee Based Client. 

All premiums are to be quoted NET of all commission, over-rider and/or contingency payments.  
Agreed Policy Wording

On quotation please identify the title, reference and version number of your proposed wording and provide a full specimen policy wording including schedule page(s) or a web address from which they can be obtained and hyperlink to the specified document(s).

Choice of Law and Jurisdiction

On quotation please identify proposed choice for each.
Limits

All limits, including inner limits, are expressed as the minimum limits required, if your standard policy offers higher limits then those will supersede and replace the limits shown herein.

Taxes Payable by Insured and Administered by Insurers

Where applicable, any taxes payable, including Insurance Premium Tax (IPT) and Value Added Tax (VAT), to be shown on your quotation.
Payment Terms

The agreed standard terms of credit set out in the Terms of Business Agreement or Terms of Trade Agreement in force with ABL at the time of acceptance of this risk will apply to your quotation. Any alteration to payment terms must be specified on your quotations.

Recording/Transmitting and Storing Information

Where the broker maintains risk and claim data / information / documents the broker may hold such data / information / documents electronically.
Co-Insurance

In a co-insurance placement following (re) insurers may, but are not obliged to, follow the premium charged by the lead (re) insurer.

(Re) insurers may not seek to guarantee for themselves terms as favourable as those which others subsequently achieve during the placement. 
Basis of Agreement to Contract Changes 

If a risk is to be co-insured the Insurers agree to delegate authority to the Lead Insurer to agree policy wording, all amendments, alterations, special agreements, endorsements, deletions, additions, attachments, schedules, extensions and additional or return premiums, unless otherwise specified.

Document Production

Evidence of Cover to be an Insurance Policy produced and authorised by Insurers and provided to ABL within 20 calendar days of the date this contract is entered into unless ABL is authorised by insurers or their agents to produce the policy on their behalf.
Liability policies 

Claims investigation costs – ABL require to instruct ABL loss management executives to carry our accident investigations for both Employers and Public/Products liability claims subject to agreed terms and conditions.
Motor policies 

Motor Uninsured Loss Recovery to be included
Material Damage policies 

Claims Preparation Clause to be included - applicable to Material Damage policies including Property and Business Interruption – “In so far as it is not covered elsewhere herein this insurance extends to cover the fees of a professional adviser or consultant, supporting or validating any claim in excess of £5,000 under this insurance - provided that the claim is of a type covered by this insurance”
Important Notes

	1.
	The information contained in this presentation is to be used solely for the purpose of providing quotations to ABL.  It must not be used for any other purpose, reproduced, wholly or in part, or disclosed to any person outside of your company without the prior written consent of ABL.

	2.
	Any risk information detailed in this presentation is as at the date of this submission and as provided by our client for the purposes of illustrating the nature of the risk and for seeking a quote.  The information contains brief commentary on matters of a technical nature such as the construction of the relevant property.  Our client is not a qualified risk surveyor and so the commentary must be considered in this light.  Insurers should therefore seek their own verification of the information provided.

	3.
	The currency of all premiums, sums insured and limits displaying a £ symbol is GBP.

	4.    
	Insurers are required to highlight any terms of the policy which put the insured in a worse position than it would be under the general law.



Considerations 


Motor Uninsured Loss Recovery to be included


Run Off cover for legacy Councils should be provided under the Oi/Pi Sections/Policies

Liability Policies Only - Claims Investigation Costs - ABL require insurers to instruct ABL Loss Management Executives to carry out accident investigations for both Employers and Public Liability claims subject to agreed terms and conditions’

lot 1 (a): COMBINED LIABILITY
Specification of Requirement :

COVER:
Employers Liability – Indemnity against legal liability for damages in respect of injury of any person employed caused during the period of Insurance and arising out of and in the course of employment by the policyholder in connection with the business.
Public Liability – Indemnity against legal liability for damages in respect of accidental injury of any person, accidental loss of or damage to Property, nuisance trespass to land/goods, wrongful arrest or false imprisonment happening during the period of insurance in connection with the business.
Products Liability – Indemnity against legal liability for bodily injury to persons or loss of or damage to property caused by defects in goods sold, supplied, erected, installed, repaired, treated, manufactured and/or tested by the insured.
LIMIT OF INDEMNITY:
Employer’s Liability - £10,000,000

Public & Products Liability - £10,000,000

RATED ON:


Wageroll: Clerical - £15,800,693

    



     Manual - £10,357,760



Employee Numbers – 950 Full and Part Time




Maximum Number any one Location – 200




Turnover - £12,779,241

TERRITORIAL LIMITS:


Great Britain, Northern Ireland, Channel Islands, Isle of Man and




Republic of Ireland including temporary work abroad.

PRINCIPAL EXTENSIONS:


- Private work for directors and senior officials
- Indemnity to Principals

- Voluntary workers, Persons on temporary hire or loan & Persons 
   engaged in work experience, training, study exchange or similar 
   schemes
- First aid and medical facilities

- Data Protection Act

- Cross Liabilities

- Corporate Manslaughter

- Canteen sports and social activities

- Compensation for Court Attendance

- Labour only sub-contractors

- Labour masters or persons supplied by them

- Health & Safety Legislation




- Unsatisfied Court Judgments


   - Defective design formula specification and advice (other than given
   solely for a fee)

- Food Safety Act

- Hired or Rented Premises

- Wrongful Arrest

- Use of any vehicle as a tool of trade and loading/unloading

- Sale of Goods

- Motor Contingent Liability

- Overseas Personal Liability

- Defective Premises Act

- Accidental obstruction, loss of amenities, trespass or nuisance

- Directors employees and visitors personal effects

- Car Park Liability

- Member to Member Liability



    - Use of Premises by clubs, groups and organisations
EXCESS:
   £NIL in respect of Employers Liability


   £10,000 any one claim in respect of Public / Products Liability
COUNCIL ACTIVITIES:
  

A range of facilities and services under local government reform including but not limited to the provision of the following services:




- Street Cleaning




- Refuse Cleaning/Sites




- Public Conveniences




- Parks & Cemeteries




- Registration of Births, Deaths & Marriages




- Environmental Health under Public Health Acts

  


- Building Control under Building Control Regulations



   - Leisure Services – Sports/Play areas


        - War Memorials



   - Re-homing of Dogs



  
- Tourism



   - Community Services



   - Recycling



   - Sports Development




- Conference Facilities




- Planning


        - Community Planning


 

- Urban Regeneration and Community Development




- Off Street Parking 




- Local Economic Development




- Local Water Recreational Activities




- Regulation of Houses of Multiple Occupation
 ENDORSEMENTS:

 - Extended to provide indemnity to Newry, Mourne & Down Policing 


       and Community Safety Partnership - £10,000,000 (EL & PL)


- Pollution and Contamination - £10,000,000 in the aggregate



- Additional Pollution clean-up Costs - £1,000,000 any one claim



- Libel and Slander - £1,000,000 each & every claim


- Employment Related Accident Benefits – Death & Capitals: £10,000



- Crisis Containment - £100,000 in the aggregate


- Legal Defence Costs - £250,000 in the aggregate

CONDITIONS:

Employers Liability Limit of Indemnity is reduced to £5,000,000 in respect of Terrorism
Information to Tenderers: 


CLAIMS EXPERIENCE: as at 14th December, 2021
EL & PL – RSA EGI 3172  -  Amet EL AML10284  /  Amet PL 10285

	Claims Experience:
	Year
	Paid
	Outstanding
	Total

	RSA
	2016/17
	£98,689.50
	£529,350.00
	£628,039.50

	RSA
	2017/18
	£66,398.41
	£362,844.00
	£429,242.41

	RSA

RSA

Amet
	2018/19

2019/20

2020/21
	£121,493.23

£2,860.04

£10,739.60
	£655,073.36

£431,912.00

£74,956.00
	£776,566.59

£434,772.04

£85,695.60

	Amet
	2021/22
	£2,880.00
	£86,475.00
	£89,355.00

	
	Total
	£193,760.78
	£2,140,610.36
	£2,334,371.14


lot 1 (B): Officials & Professional indemnity

Specification of Requirement:
COVER:
Indemnity against legal liability in respect of claims arising out of actual or alleged breach of duty, negligence, error, misstatement, misleading statement or omission by the Insured in the performance of the Insured’s professional business including defence costs
LIMIT OF INDEMNITY:
        £10,000,000 any one claim and in the aggregate any one period
 
        £25,000 any one claim and in the aggregate (loss of documents)
BASED ON:
        Wages - £26,158,453

        Number of Employees – 950

EXCLUSIONS:
        Claims arising from or in connection with the award of any contract 

                                                   or treatment of any tender unless policy procedure followed 

                                                   Contractual Liability
EXCESS:

£5,000 each & every claim
ADDITIONAL COVERS:
    Court Attendance


    Elections


    Land Charges


    Loss of or Damage to Documents

    
    Public Health Act


    Libel & Slander


    Tender &/or Procurement Activity


    Breach of Warranty of Authority


    Outside Entity / Ultra Vires


    Legacy Councils – includes cover in respect of legacy councils / legacy 


    District Policing Partnerships / legacy PCSPs / any other entity previously 


    names under council OI/PI covers.
RETROACTIVE DATE:
    None
COMPLETED PROPOSAL
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Information to Tenderers: 


CLAIMS EXPERIENCE – Claims free as at 13TH December, 2021
lot 2: Crime 

Specification of Requirement :

COVER: 
Any loss sustained as a direct result of a crime first discovered in the policy period.
LIMIT OF INDEMNITY:             £1,000,000 each crime in the Aggregate


                           £250,000 - Commercial Disruption in excess of 48 hours up to 90 days


                           £250,000 - Contractual Penalties 



                           £100,000 - Identity Fraud Expenses


                           £250,000 - Mitigation Costs 



                           £100,000 - Malicious Data Damage 



                           £25,000 - PR Consultancy Fees 



                           £100,000 - Public Utilities Fraud  



                           £100,000 - Telecommunications Fraud  



                           all being part of the limit of indemnity

EXCESS:

£25,000 each crime

EXTENSIONS: 
Includes Legacy Councils Down District Council and Newry & Mourne District Council in respect of crimes committed during the period 1st April 1973 and 31st March 2015 where the loss is discovered after 31st March 2015.
CONDITIONS:                       Discovery Period – 90 days after policy has expired


                       Territorial Limits – Worldwide

UNDERWRITING INFO:        Last year’s completed proposal form attached.  Updated form to be 

                                               completed prior to placement

COMPLETED PROPOSAL
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Information to tenderers: 

CLAIMS EXPERIENCE: Claims free as at 14/12/21
lot 3: Cyber LIABILITY  

Specification of Requirement:

COVER:


Cover for Network Security including First Response & IT services.  

Includes cover for Cyber/Privacy Extortion

INCLUDES:
Event Management – All Losses for Legal Services; IT Services; Data Restoration; Reputational Protection Services; Notification Costs and Credit Monitoring & ID Monitoring incurred as a result of any Breach of Confidential Information, Security Failure of Operational Failure.

Data Protection – All Defence costs incurred in connection with Regulatory Investigations & Data Protection Fines that the insured is legally liable to pay including any loss arising out of a PCI-DSS Assessment.
Cyber 
Liability - All losses arising from any claim in respect of an actual or alleged breach of confidential information by an insured or information holder; An actual or alleged security failure; A failure to notify a data subject and/or any regulator of an unauthorised disclosure or transmission of personal information for which the company is responsible in accordance with requirements of any data protection legislation

Cyber Extortion – All losses incurred solely as a result of an extortion threat 
LIMIT OF INDEMNITY:
First Response – 48 Hours




Event Management - £1,000,000





Data Protection & Cyber Liability - £1,000,000





Cyber Extortion - £1,000,000





Telephone Hacking - £50,000





Criminal Reward Fund - £25,000
RETROACTIVE DATE: 
      01 April 2016
DEDUCTIBLES:

£50,000 applicable to Event Management, Data Protection & Cyber Liability





Digital Media and Cyber Extortion Claims;





First Response: Nil Excess or Waiting Period





£5,000 applicable to Telephone Hacking





Criminal Reward Fund Claims – Nil Excess





Completed Proposal Form / Ransomware Questionnaire
UNDERWRITING INFO: 
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Additional Information to tenderers: 

CLAIMS EXPERIENCE: Claims free as at 

lot 4: EXHIBITION & REGALIA  

Specification of Requirement:

Cover
	Down County Museum

Exhibits within Premises                       £859,380
The Governor’s Residence Mall

Exhibits within Premises                        £100,000

Down Arts Centre

Exhibits within Premises                         £  55,000

Newry and Mourne Museum

Exhibits within Premises                         £320,000
Sean Hollywood

Exhibits within Premises                         £200,000

Warrenpoint Town Hall

Exhibits within Premises                           £40,000

Newry Town Hall

Exhibits within Premises                         £150,000

Exhibits Temporary Removed or in

Transit anywhere in UK                            £50,000

Whilst Temporarily Removed

From any of the named premises not

Including fairs and exhibitions 

Anywhere in the United Kingdom            £50,000

Exhibits – Art antiques or collectibles owned by or in the custody or control of the insured whether on display or not, excluding jewellery

Regalia                                                     £73,100

Conditions

Premises deemed to be of standard construction and excludes outdoor parts and outbuildings

Basis of Settlement 

Exhibits Owned – Agreed value in accordance with inventory held by you

Exhibits on Loan – Value stated in loan agreement

Principal Exclusions 

· Wear & Tear/Gradual Deterioration etc;

· An process of cleaning, repair, restoration, maintenance etc;

· Damage caused by escape of water unless premises heated to at least 5 degrees Celsius

· Theft involving collusion

· Unexplained disappearance

· Inadequate packing

· Unoccupied premises (30 days or not inspected twice a week) or premises undergoing alteration extension or repair

· Exhibits not recorded in an inventory or loan agreement (back up copy no more than 1 month old to be kept away from the premises)

· Theft from unattended vehicle – conditions

· Terrorism & civil commotion

· Toxic mould & pollution

· In respect of Mayoral Regalia removed from premises loss or damage unless being worn, carried by hand under personal supervision of Mayor or officer of the Insured or in locked bank safe or principal hotel safe

Security Precautions Condition applies


	Excess - £500 each and every loss 




Information to tenderers: 

CLAIMS EXPERIENCE: as at 14/12/21
	Claims Experience:
	Year
	Paid
	Outstanding
	Total

	Axa Art
	2016/21
	£Nil
	£Nil
	£Nil

	Hiscox
	2021/22
	£Nil
	£Nil
	£Nil

	
	Total
	£Nil
	£Nil
	£Nil


lot 5: Legal Expenses - Commercial
Specification of Requirement:

COVER:
Protection in respect of Legal Costs & Expenses incurred to defend/represent the insured person’s legal rights including compensatory awards
OPERATIVE COVERS:

Employment Disputes/Awards

Legal Defence including Motor Defence

Property Protection

Commercial Legal Advice

Redundancy Approval

Counselling

Tax Advice

DAS Businesslaw

Business Legal Healthcheck

Crisis Containment

Personal Injury

INSURED PERSON:


Policyholder, directors, partners, managers and employees

LIMIT OF LIABILITY:


£250,000 any one claim
Aggregate limit per period of insurance of £2,500,000 applies in respect of Employment Disputes & Compensation Awards 
EXTENSIONS: 
Cover includes TUPE
UNDERWRITING INFO:                
Annual Wageroll - £26,158,453
Information to tenderers: 

CLAIMS EXPERIENCE: as at 8/12/21
	Year
	Paid
	Outstanding
	Total

	2017/18
	£14,850.62
	£Nil
	£14,850.62

	2018/19

2019/20

2020/21
	£1,013.00

£10,570.60
£783
	£Nil

£7,000.00
£25,480.00
	£1,013.00

£17,570.60
                      £26,263.00

	2021/22
	£Nil
	£Nil
	£Nil

	Total
	£27,216.62
	£33,263.00
	£60,479.62


lot 6: Legal Expenses – Councillors’ code of conduct 

Specification of Requirement:
COVER:
 Legal protection for councillors - Legal costs to insured person against a  

 complaint under the Code of Conduct Regulations.
 Insurers will represent the insured and negotiate for their legal rights  

 throughout an investigation conducted by a local commissioner under part  

 IX sections 55 and 56 of the local government act (Northern Ireland) 2014
INSURED PERSON:
 Any elected appointed or co-opted member of the policyholder




 Currently - 40 councillors

LIMIT OF INDEMNITY:
  £50,000 any one loss

EXTENSIONS:                        Government Act Legal Defence  

                         Eurolaw & Group Assistance Services
MAIN EXCLUSIONS:              Further action taken by policyholder

  Any claim where insured person fails to notify insurer of insured incident 
  within a reasonable time of it happening and where failure adversely 

  affects the prospect of successful recovering damages or making a  

  successful defence.
Information to tenderers: 

CLAIMS EXPERIENCE: Claims Free as at 8/12/21
lot 7: ENVIRONMENTAL LIABILITY

Specification of Requirement:

COVER:


Indemnity in respect of Liability at Law for loss of or damage to Third Party 
Property including Clean Up costs and/or bodily injury or disease to Third Parties arising out of the Business and first made against the Insured and reported to the Insurer in writing during the Period of Insurance for Pollution Conditions
LOCATIONS COVERED:

     1. Aughnagun Landfill, Chapel Hill Road, Mayobridge, County Down


     2. Drumanakelly Landfill Site, Demense Road, Seaforde County Down


     3. Civic Amenity Site at Cloonagh Road, Downpatrick
4. Bann Civic Amenity, Bann Raod, Castlewellan, County Down

5. Ballykine Household Recycling Centre, Castlewellan, County Down

6. Newry Civic Amenity, 22 Chapel Road, Newry, BT34 2QG

7. Newtownhamilton Civic Amenity, Newry Road, Newtownhamilton

8. Crossmaglen Civic Amenity, Newry Road, Crossmaglen

9. Warrenpoint Civic Amenity, Upper Dromore Road, Warrenpoint, BT34 3PN

10. Kilkeel Civic Amenity, 42 Ballymageogh Road, Kilkeel, BT34 4HW

11. Camlough Civic Amenity, Quarter Road, Camlough

12. Hilltown Civic Amenity, Rostervor Road, Hilltown

13. 42 Flying Horse Road, Downpatrick, Co. Down, BT30 6QW

14. Croreagh Landfill, Croreagh Quarry, 160 A-B Glenville Road, Newry,

       BT34 2RF

LIMIT OF INDEMNITY:
£1,000,000 each and every claim and in the aggregate 

CONTINUITY DATE:

17th November 2011 for:
Ballykine Household Recycling Centre, Castlewellan
20th March 2018 for:

Newry Civic Amenity, 22 Chapel Road, Newry, BT34 2QG

Newtownhamilton Civic Amenity, Newry Road, Newtownhamilton

Crossmaglen Civic Amenity, Newry Road, Crossmaglen

Warrenpoint Civic Amenity, Upper Dromore Road, Warrenpoint, BT34 3PN

Kilkeel Civic Amenity, 42 Ballymageogh Road, Kilkeel, BT34 4HW

Camlough Civic Amenity, Quarter Road, Camlough

Hilltown Civic Amenity, Rostervor Road, Hilltown

EXCESS:


£25,000 each & every incident

CONDITIONS:
1. Pollution Legal Liability, Environmental Liability Directive and Remediation 

 



    Legal Liability restricted to Off-Site Only except for Sudden & Accidental for 

                                                   on site in respect of locations:

- Aughnagun Landfill, Chapel Hill Road, Mayobridge, County Down

- Drumanakelly Landfill Site, Demense Road, Seaforde County Down

2. Leachate Exclusion. Including but not limited to the escape of leachate into  

    soil, groundwater or surface water in respect of locations:

    Drumanakelly Landfill Site, Demense Road, Seaforde, County Down  

3. Excludes cover in respect of any of the insured locations where there has been a significant change in use, development, decommissioning or cessation of activities as compared to those operations declared to and underwritten by insurers prior to the inception of the policy.

UNDERWRITING INFO:          Proposal Form
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Information to Tenderers: 
CLAIMS EXPERIENCE: as at 14/12/21 – None 2008-2022
.

2
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COMMERCIAL CRIME PROTECTION PROPOSAL FORM 





GUIDELINES TO HELP YOU COMPLETE THIS PROPOSAL FORM 



1.  Failure to disclose all material information that is likely to influence the acceptance of the risk or the terms applied could invalidate 
	the insurance. If you are in any doubt as to whether any information is material, it should be disclosed. 

2.  Where the space provided is insufficient for your replies, please use the pages at the back of this booklet or provide separately 
	and attach to this Proposal Form. 

3.  Reference to “North America” in this Proposal Form shall mean the USA and Canada and their respective territories 
	and possessions. 

4.  Reference to “Proposer” in this Proposal Form shall include all subsidiary and associated companies to be insured. 

1
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1.  Name of the Proposer and any previous names under which the business has been conducted 



	Newry, Mourne and Down District Council







2.  Address of your head office and locations of all other offices 



	O’Hagan House, Monaghan Row, Newry BT35 8DJ













3.  Website information 

a.  If you have a website provide address(es) and complete the questions below 



   

www.newrymournedown.org











b.  Does your site include the following: 

i.	liability disclaimers with clear indications as to the jurisdiction applicable?	Yes	x		No

ii.	virus protection and firewalls?	Yes	x	No

c.  What is the purpose of your site?

i.	advertising or marketing only	Yes	x	No

ii.	publishing	Yes	x		No

iii.	electronic commerce	Yes	x	No

iv.  the provision of advice	Yes	x		No

If undertaking ii, iii or iv above, provide details 



   Council reports and advice to the public will be published on the website. 

Payment and processing (as applicable) for leisure memberships, dog licences, building control applications, season tickets    for country parks, grant and funding applications.

	







Please note, if your web related activities are extensive, we may request additional information. 

4.  Business Information 

a.  Describe the nature of your business activities/services 



	Local Government/Authority 

















b.  Year business commenced 	          1st April 2015

c.  Date of financial year end 	        2022 / 2023

2
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		Last financial year (£)

		Estimate for current

financial year (£)

		Estimate for forthcoming

financial year (£)



		In the UK

		11,714,342

		£11,025,009

		TBC



		In the rest of Europe

		

		

		



		In North America

		

		

		



		Elsewhere

		

		

		



		Total turnover

		

		

		





5.  North America 

a.  Is the Proposer represented in any way in North America?	Yes	No     x

If ‘Yes’, state how (e.g. by subsidiary company, local office, local representation or by any other person or concern holding a Power of Attorney on behalf of the Proposer) 



     N/A









b.  Total gross assets of the Proposer in North America 



     N/A



c.  Total number of employees in North America 



          N/A



6.  Corporate Structure 

a.  Outline briefly any major changes, such as acquisitions, disposals or capital restructuring which have occurred during the last 
	three years 



   Planning for the future restructuring of management levels commenced in Feb 2020 which is still delayed due to the impact of 

   COVID. 



















b.  Are there any proposals at the present time which have been publicised relating to the acquisition 

of the Proposer by, or its merger with, any other entity?	Yes	No    x	

If ‘Yes’, provide details 

 N/A
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Please enclose the latest audited annual report and accounts: 





1.  Employee and Location details 



		

		Number of

Employees

		Number of

Locations

		Wageroll for last

financial year (£)

		Estimated wageroll for

forthcoming financial year (£)



		UK

		998

		73

		£37,674,415

		£38,000,000



		Rest of Europe

		

		

		

		



		North America

		

		

		

		



		Elsewhere

		

		

		

		



		Total

		

		

		

		





List specific locations outside the UK and North America 



		Country

		Number of

Employees

		Number of

Locations



		N/A

		

		



		

		

		



		

		

		



		

		

		



		

		

		







2.  Values at Risk



		

		Maximum any

one premise (£)

		Maximum any

one transit (£)

		Maximum in locked

safe overnight (£)



		Money & other bearer instruments and cheques

		£500,000

		£10,000

		£10,000



		Registered securities

		0

		0

		0



		Precious metals or jewellery

		£75,000

		£50,000

		£75,000



		Stock, raw materials & work in progress

		0

		0

		0







Are all premises containing stock, money, securities or precious metals connected to an intruder alarm?   Yes	x	No

If ‘Yes’, are they connected to a central monitoring station or police station?	Yes	No     x

3.  External and Internal Audit 

a.  Do external auditors audit all operations including overseas subsidiaries at least annually?	Yes	No

b.  Have all recommendations by external auditors regarding internal controls been 

complied with following your last audit?	N/A	Yes	x	No

If ‘No’, provide details 
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[bookmark: Pg5]c.  Is there an audit committee which monitors the effectiveness of internal controls and reports 

directly to the Board?	Yes	x	No

d.  Do you have an internal audit department?	Yes	x	No

If ‘Yes’ do they:

i.	have an established written program for all operations?	Yes	x	No

ii.	audit all premises at least annually?	Yes		No	x

iii.	audit all Electronic Data Processing and cash management functions?	Yes	x	No

iv.  carry out random checks on stocks of raw material, work in progress and finished goods?	Yes	x	No

e.  What are the procedures for the implementation of internal audit recommendations? 



      Council have an Audits Services Manager who follows up on all legacy recommendations (both internal and external). The                    

      Internal Audit function is fully outsourced to a private firm on a 4-yr contract. The Audit Services Manager reports to the Audit 

      Committee quarterly on the progress of implementation of internal and external audit recommendations. Assistant Directors 

      also have to report quarterly on their assurance statements as to their progress in implementing recommendations.



4.  Internal Controls 

a.  Stock Control 

i. 	Please state below how frequently independent physical checks are carried out on all stock and materials held against 

verified stock records? 



   Annually 





b.  Bank Account 

i.	are duties segregated so that no one individual can open a new bank account without referral

to others?	Yes	x	No

ii. 	are bank statements independently reconciled with customer accounts by persons not 

authorised to deposit or withdraw funds from the account?	Yes	x	No

iii.	do employees receiving cash and cheques in the course of their duties remit all monies

received and/or bank in full on the day of receipt or next banking day?	Yes	x	No

iv.  do all manually prepared cheques and other bank instruments drawn for £25,000

or more require two manually applied signatures added after the amount has been

inserted with one signatory examining the supporting documentation?	Yes	x	No

•  has your bank been advised?	Yes	x	No

v.  where computer or machine prepared cheques or other bank instruments are used is the

supporting documentation examined and authorised before requisition for the cheque or

instrument is made?	Yes	x	No

c.  Suppliers

i.	Is there a centralised supplier list?	Yes	x	No

ii.	Is there a standardised procedure for vetting and appointing new suppliers?	Yes	x	No

Describe the vetting procedure;



Public sector tendering process as per legislation 











iii.	Who has authority to appoint new suppliers?	Dependent upon officer’s job description / authority levels.



•  can any one individual award a contract after tender without referral to others?	Yes	No	x

iv.  Are the duties of ordering from suppliers, authorising supplier payments and reconciling supplier 

accounts, segregated such that no one individual can perform more than one of these functions?	Yes	x	No
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[bookmark: Pg6]If not please provide details; 



N/A











v.  Are all requests to alter supplier details including bank account details independently verified 

for authenticity?	Yes	x	No

Describe the vetting procedure;



   The procedure is included within the financial procedure manual. This includes checking with the supplier and is independently

   verified.









vi.  Are all employees (including employees of companies to whom you outsource accounting or

supplier management activities) trained to spot and prevent fraud including supplier fraud?	Yes	No     x

d.  Statement of Account

i.	are statements of account for all amounts due issued at least monthly and direct

to customers independently of employees receiving or collecting monies?	Yes	x	No

If ‘No’, please advise below the alternative controls in place 















5.  Recruitment and Employment Procedures 

a.  Do you have a written procedure that allows employees to report suspected fraud?	Yes	x	No

b.  In respect of employees responsible for money, goods, accounts, other financial & treasury functions

or computer programming operations:

i.	Are written or verbal references obtained directly from former employers for the three years	Yes	No     x

immediately preceding their engagement?

ii.	If verbal, are notes of the discussion kept on file?	Yes	No     x

iii.	Are they required to have two weeks uninterrupted leave annually?	Yes	No     x

If ‘No’ for any of the above, provide explanation 



   We do request references in writing but only ask for the current and most recent employer, we do not reference for a set period

  of time. We do ask for a 10-year employment history on the application form. All information requested is in written / digital

  format.







c.  Do you outsource any administrative activities to third party service providers?	Yes	No     x

If ‘Yes’, please provide details of the functions outsourced below and any indemnities taken 













Note. Losses caused by employees of organisations to whom normal administrative functions have been outsourced will only be covered if you have vetted them for competency, financial stability and honesty, appointed them under written contract, and you retain the right to audit them 
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a.  Is access to the computer system restricted by passwords used to give various levels of 

entry depending on the users authorisation?	Yes	x	No

b.  Does the system regularly require that passwords are changed?	Yes	x	No

c.  Are passwords automatically withdrawn when employees leave?	Yes	x	No

d.  Are programs protected to detect unauthorised changes?	Yes	x	No

e.  How often is your virus detection software updated?



	As required 



f.	Do computer terminals automatically lock after a period of inactivity?	Yes	x	No

If ‘Yes’, to f) above, please advise below the period of inactivity before the terminal is locked?	Yes	No



	600 seconds 





7.  Internet

a.  Is access to your website password protected?	Yes	No  x

b.  If you use your own web server:

i.	do you have software firewall protection?	Yes	x	No

ii.	how often is it checked/updated?



Updated daily, or upon major releases 



iii. 	is this done in-house or by outside consultants? 



In-house



iv.  does it alert you to and log any intrusion attempts?	Yes	x	No

c.  If your website is hosted, who provides this service?











d.  do you have an on-line trading capability?

If ‘Yes’, what is your estimated turnover for the next twelve months from on-line trading?

8.  Funds Transfer

a.  How are funds transfer instructions initiated? (e.g. computer, written, telephone, fax, other)



BACS / CHAPS

i.	approximate number of transactions annually:



ii.	average/maximum value of transactions:	£



b.  Are payment authority forms pre-printed and kept in a secure location?

c.  At what value are dual signatures required on the payment 
	authority forms?

i.	is a third signature required for high values? ii. if ‘Yes’, please state threshold

d.  Are transfer beneficiaries predetermined by name and notified to your 
	bank/financial institution?

e.  Do passwords provide different levels of access based upon user authority levels? 
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Yes      x	No



£ less that £10k

















31,000

£105 million (approx. value)



Yes      x	No



£N/A



Yes                               No  x

£



Yes      x	No

Yes      x	No 



[bookmark: Pg8]f.	Does the system revoke password access if an unauthorised transaction is attempted?	Yes	x	No

g.  Are funds transfer details encrypted prior to transmission?	Yes	x	No

h.  Is there a system of codes or passwords to enable the bank/financial institution

to verify the authenticity of the message?	Yes	x	No

i.	are call-backs used for high value transfers?	Yes	No  x

ii.	if	‘Yes’, at what level?	£ N/A

i.	Is the employee responsible for payment initiation permitted to:

i.	verify the payment?	Yes	x	No

ii.	receive a call-back from the bank/financial institution?	Yes	x		No

j.	Is the receipt of funds verified by the beneficiary within 24 hours?	Yes	x	No



9.  Are the controls and procedures detailed in the Sections above operative at all locations?	Yes	x	No

If ‘No’, please provide details of any differences on a separate sheet 



10.	Loss History

a.  During the last 5 years has the Proposer suffered a loss in relation to the risks to which 

this Proposal for insurance relates?	Yes	No  x

If ‘Yes’, provide details 



	N/A





b.  What corrective measures were taken to prevent similar losses? 



	N/A





c.  Have any of the directors or partners ever been convicted of, or charged with a criminal 

offence other than a motoring offence?	Yes	No   x

If ‘Yes’, provide details 











d.  If you have a website has any attempt been made successfully or otherwise to gain 

unauthorised access to your system?	Yes	No   x

If ‘Yes’, provide details 













11.  Are you, after enquiry, aware of any circumstance which might give rise to a claim against the Proposer or any of 

its directors, officers, partners, trustees or employees in relation to any of the covers being applied for above?	Yes	No   x

If ‘Yes’, provide details 
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1.  Limit of Liability required:	£ 10,000,000

2.  Do you currently have Employee Dishonesty or Commercial Crime Insurance?	Yes	x	No

If ‘Yes’, state: 



		Date from which continuous cover has been purchased

		01.04.1973



		Current Limit of Liability and Retention

		Limit £1

		Retention £25,000



		Name of Current Insurer

		RSA



		Renewal Date

		01.04.2022





3.  Has any insurer in respect of the risks to which this Proposal relates: 

a.  Ever declined a proposal, refused renewal or terminated insurance?	Yes	No     x

b.  Imposed special conditions or required an increased premium other than as a 

result of organic growth?	Yes	No     x

If ‘Yes’, in either case, provide details 















Please read and sign Section D, the Declaration. 
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Important Notice Concerning Disclosure 

It is your duty to disclose all material facts. A material fact is one that would influence our decision as to whether or not to accept your proposal for insurance, and, if we were to accept your proposal, the terms on which we would insure you and the premium we would charge you. If you are in any doubt as to whether a fact is material you should disclose it. 



A copy of the proposal should be retained by you for your own records. 



Financial or Trade Sanctions 

Royal & Sun Alliance Insurance plc is unable to provide insurance in circumstances where to do so would be in breach of any 

financial or trade sanctions imposed by the United Nations or any government, governmental or judicial body or regulatory agency. 



Data Protection 

RSA will treat your personal information fairly and lawfully in accordance with the Data Protection Act 1998. 



Declaration 

I/We declare that the statements and particulars contained in the proposal are true and that I/we have not misstated or suppressed any material facts. I/We agree that this proposal together with any other information supplied by me/us shall form the basis of any contract of insurance effected thereon. I/We undertake to provide details of any material alteration to these facts occurring before completion of the contract. 

For the purposes of making this proposal for insurance, I/we agree that the Intermediary (which I/we have appointed to advise in relation to this policy) is acting on my/our behalf and not as an agent of the Insurer. 

 (
13.12.2021
)                                           

Signature                               Date	Date

                                       



 (
Newry, Mourne & Down District Council
)On behalf of * 
(*insert name      
of Proposer) 
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Chart Way, Horsham, West Sussex RH12 1XL. 
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CyberEdge Supplemental

		  CyberEdge® Supplemental Questionnaire - Ransomware



		This Supplemental Questionnaire is applicable to CyberEdge® coverage. As used herein, “Applicant” includes the Company applying for CyberEdge® coverage and its subsidiaries.



		Note:				Response boxes shaded this color require an individual selection, effectively, which response option best describes the Applicant.  

						Response boxes shaded this color represent questions where multiple responses may be selected. Note, these questions will also specify "select all that apply".



		Full Name of Applicant:						NEWRY MOURNE AND DOWN DISTRICT COUNCIL (NMDDC)



		1		With respect to the Applicant’s efforts to mitigate phishing, select all that apply

				 Applicant provides security awareness training to employees at least annually.																																		X

				 Applicant uses simulated phishing attacks to test employees’ cybersecurity awareness at least annually.																																		X

				 Where the Applicant is conducting simulated phishing attacks, the success ratio was less than 15% on the last test (less than 15% of employees were successfully phished).																																		X

				 Applicant 'tags' or otherwise marks e-mails from outside the organization.																																		X

				 Applicant has a process to report suspicious e-mails to an internal security team to investigate.																																		X

				 None of the above.

				Additional Commentary on efforts to mitigate phishing:



		2		Does the Applicant have a documented process to respond to phishing campaigns (whether targeted specifically at the Applicant or not)?

				 Yes																																		X

				 No

				If "Yes", please describe the principal steps to respond:



		3		With respect to the Applicant’s efforts to block potentially harmful websites and/or email, select all that apply:

				 Applicant uses an e-mail filtering solution which blocks known malicious attachments and suspicious file types, including executables.																																		X

				 Applicant uses an e-mail filtering solution which blocks suspicious messages based on their content or attributes of the sender.																																		X

				 Applicant uses a web-filtering solution which stops employees from visiting known malicious or suspicious web pages.																																		X

				 Applicant uses block uncategorized and newly registered domains using web proxies or DNS filters.

				 Applicant uses a web-filtering solution which blocks known malicious or suspicious downloads, including executables.																																		X

				 Applicant’s e-mail filtering solution has the capability to run suspicious attachments in a sandbox.																																		X

				 Applicant’s web filtering capabilities are effective on all corporate assets, even if the corporate asset is not on a corporate network (e.g. assets are configured to utilize cloud-based web filters or require a VPN connection to browse the internet). 																																		X

				 None of the above.

				Additional commentary on efforts to block malicious websites and/or email:



		4		With respect to authentication for employees who are remotely accessing  the corporate network and any cloud-based services where sensitive data may reside (including VPN 
access, and cloud-based email and CRM; together ‘remote access to corporate resources’), select the description which best reflects the Applicant’s posture:
(As used herein, “multi-factor authentication” means authentication which uses at least two different types of the possible authentication factors (something you know, something
you have, and something you are); the Applicant can provide further explanation below)

				 Remote access to corporate resources requires a valid username and password (single factor authentication).

				 Multi-factor authentication is in place for some types of remote access to corporate resources, but not all.																																		X

				 Multi-factor authentication is required by policy for all remote access to corporate resources; all exceptions to the policy are documented.

				 Applicant does not provide remote access to employees.

				Additional commentary on authentication for employees:



		5		With respect to authentication for independent contractors and vendors who are remotely accessing  the corporate network and any cloud-based services where sensitive data may
reside (including VPN access, and cloud-based email and CRM; together ‘remote access to corporate resources’), select the description which best reflects the Applicant’s posture:
(The Applicant can provide further explanation below)

				 Remote access to corporate resources requires a valid username and password (single factor authentication).

				 Multi-factor authentication is in place for some types of remote access to corporate resources, but not all.																																		X

				 Multi-factor authentication is required by policy for all remote access to corporate resources; all exceptions to the policy are documented.

				 Applicant does not provide remote access to independent contractors/vendors.

				Additional commentary on authentication for independent contractors/vendors:



		6		Does the Applicant’s multifactor authentication implementation also meet the criteria that the compromise of any single device will only compromise a single authenticator?
(For illustration:  where authentication requires a password (knowledge) and a token (possession), this would not meet the criteria above if the token to prove possession is 
kept on a device the password is also entered into, exposing both if the device is compromised)

				 Not Applicable (Applicant does not use multi-factor authentication)

				 No; Applicant’s multi-factor implementation does not meet the above criteria.

				 Yes; the Applicant’s multi-factor implementation meets the above criteria.																																		X

				Additional commentary on Multi-factor authentication implementation:



		7		With respect to the Applicant’s endpoint security of workstations (desktops and laptops), select all that apply:

				 Applicant’s policy is that all workstations have antivirus with heuristic capabilities.																																		X

				 Applicant uses endpoint security tools with behavioral-detection and exploit mitigation capabilities.

				 Applicant has an internal group which monitors the output of endpoint security tools and investigates any anomalies.

				 None of the above.

				Additional commentary on endpoint security capabilities:



		8		With respect to monitoring the output of security tools, select the description which best reflects the Applicant’s capabilities: (The Applicant can provide further explanation below)

				 Applicant does not have staff dedicated to monitoring security operations (a "Security Operations Center").																																		X

				 Applicant has a Security Operations Center, but it's not 24/7 (can be internal or external).

				 Applicant has a 24/7 monitoring of security operations by a 3rd party (such as a Managed Security Services Provider).

				 Applicant has 24/7 monitoring of security operations internally.

				Additional commentary on security monitoring:



		9		What is the Applicant’s average time to triage and contain security incidents of workstations year to date? (The Applicant can provide further explanation below)

				 Applicant does not track this metric/Do not know																																		X

				 <30 minutes

				 30 minutes-2 hours

				 2-8 hours

				 >8 hours

				Additional commentary on average time to remediate:



		10		With respect to access controls for each user’s workstation, select the description which best reflects the Applicant’s posture:
(The Applicant can provide further explanation below)

				 No employees are in the Administrators’ group or have local admin access to their workstations.

				 Applicant’s policy is that employees by default are not in the Administrators’ group and do not have local admin access; all exceptions to the policy are documented.																																		X

				 Some of Applicant’s employees are in the Administrators’ group or are local admins.																																		X

				 Do not know.

				Additional commentary on access controls for workstations:



		11		With respect to protecting privileged credentials, select all that apply with respect to the Applicant’s posture:

				 System administrators at the Applicant have a unique, privileged credential for administrative tasks (separate from their user credentials for everyday access, email, etc.).																																		X

				 Privileged accounts (including Domain Administrators) require multifactor authentication.																																		X

				 Privileged accounts are kept in a password safe that require the user to “check out” the credential (which is rotated afterwards).

				 There is a log of all privileged account use for at least the last thirty days.																																		X

				 Privileged Access Workstations (workstations that do not have access to internet or e-mail) are used for the administration of critical systems (including authentication servers/
Domain Controllers).

				 None of the above.

				Additional commentary on protecting privileged credentials:



		12		Indicate the Applicant's use of Microsoft Active Directory (across all domains/forests):

				Applicant does not use Microsoft Active Directory (indicate to the right)

				Number of user accounts in the Domain Administrators group (include service accounts - if any - in this total):																																		8

				Number of service accounts in the Domain Administrators group:
("service account" means a user account created specifically for an application or service to interact with other domain-joined computers):																																		19

				Additional commentary on the number of Domain Administrators:



		13		How many users have persistent privileged accounts for endpoints (servers and workstations)?
(For the purposes of this question, “privileged accounts” means entitlements to configure, manage and otherwise support these endpoints; users who must ‘check out’ credentials should not be included.  The Applicant can provide further explanation below)

				Please enter an integer: 																																		8

				Additional commentary on the number of privileged accounts:



		14		With respect to the security of externally facing systems, select all that apply to the Applicant’s posture:

				 Applicant conducts a penetration test at least annually to assess the security of its externally facing systems.

				 Applicant has a Web Application Firewall (WAF) in front of all externally facing applications, and it is in blocking mode.																																		X

				 Applicant uses an external service to monitor its attack surface (external/internet facing systems).																																		X

				 None of the above.

		15		What is the Applicant’s target time to deploy ‘critical’ – the highest priority – patches (as determined by the Applicant’s standards for when patches must be deployed)? 

				 There is no defined policy for when patches must be deployed.

				 Within 24 hours.

				 24-72 hours.

				 3-7 days.

				 > 7 days.																																		X

				Additional commentary on target times for patching:



		16		What is the Applicant’s year to date compliance with its own standards for deploying critical patches?
(The Applicant can provide further explanation below)

				Applicant does not track this metric/Do not know																																		X

				 >95%

				 90-95%

				 80-90%

				 <80%

				Additional commentary on patching compliance:



		17		With respect to the Applicant’s network monitoring capabilities, select all that apply:

				 Applicant uses a security information and event monitoring (SIEM) tool to correlate the output of multiple security tools.

				 Applicant monitors network traffic for anomalous and potentially suspicious data transfers.

				 Applicant monitors for performance and storage capacity issues (such as high memory or processor usage, or no free disk space).

				 Applicant has tools to monitor for data loss (DLP) and they are in blocking mode.

				 None of the above.																																		X

				Additional commentary on network monitoring:



		18		With respecting to limiting lateral movement, select all that apply to the Applicant’s posture:
(The Applicant can provide further explanation below)

				 Applicant has segmented the network by geography (e.g. traffic between offices in different locations is denied unless required to support a specific business requirement).

				 Applicant has segmented the network by business function (e.g. traffic between asset supporting different functions – HR and Finance for example – is denied unless required to support a specific business requirement).

				 Applicant has implemented host firewall rules that prevent the use of RDP to log into workstations.

				 Applicant has configured all service accounts to deny interactive logons.																																		X

				 None of the above.

				Additional commentary on segmentation:



		19		Enter the date of the Applicant’s last ransomware exercise; check the box if none has been conducted.

				Date:

				 No ransomware exercise has been conducted.																																		X

		20		Does the Applicant have a documented plan to respond to ransomware of a 3rd party provider/vendor or customer?  If yes, please indicate principle steps.

				 No																																		X

				 Yes

				3rd party ransomware response principle steps:



		21		With regards to verifying the efficacy of security controls, select all that apply to the Applicant:
(The Applicant can provide further explanation below)

				 Applicant uses Breach and Attack Simulation (BAS) software to verify the effectiveness of security controls.

				 Applicant has an internal “red team” that tests security controls and response.

				 Applicant has engaged an external party to simulate threat actors and test security controls in the last year.

				 None of the above.																																		X

				Additional commentary on controls verification:



		22		With regards to disaster recovery capabilities, select all that apply to the Applicant:

				 A process for creating backups exists, but it is undocumented and/or ad hoc																																		X

				 Applicant has a documented Disaster Recovery Policy, including standards for backups based on information criticality.																																		X

				 At least twice a year, Applicant tests its ability to restore different critical systems and data in a timely fashion from its backups.

				 None of the above.

		23		What is the Applicant’s Recovery Time Objective (RTO) for critical systems?

				Applicant does not have an RTO/Does not know

				 < 4 hours.

				 4-24 hours.

				 1 to 2 days.

				 2-7 days.																																		X

		24		With respect to backup capabilities, select all that apply to the Applicant:  

				 Applicant’s backup strategy includes offline backups (can be stored on site)																																		X

				 Applicant’s backup strategy includes offline backups stored offsite																																		X

				 Applicant’s backups can only be accessed via an authentication mechanism outside of our corporate Active Directory.

				Additional commentary on backup capabilities:



		25		Does the Applicant have a policy that all portable devices use full disk encryption?

				 Yes																																		X

				 No 

				Additional commentary:





		THIS SUPPLEMENTAL QUESTIONNAIRE IS INCORPORATED INTO AND MADE PART OF ANY APPLICATION FOR CYBEREDGE COVERAGE BY THE APPLICANT.  ALL REPRESENTATIONS AND WARRANTIES MADE BY APPLICANT IN CONNECTION WITH SUCH APPLICATION ALSO APPLY TO THE INFORMATION PROVIDED IN THIS SUPPLEMENTAL QUESTIONNAIRE.

SHOULD INSURER ISSUE A POLICY, APPLICANT AGREES THAT SUCH POLICY IS ISSUED IN RELIANCE UPON THE TRUTH OF THE STATEMENTS AND REPRESENTATIONS IN THIS SUPPLEMENTAL QUESTIONNAIRE OR INCORPORATED BY REFERENCE HEREIN. ANY MISREPRESENTATION, OMISSION, CONCEALMENT OR INCORRECT STATEMENT OF A MATERIAL FACT, IN THIS SUPPLEMENTAL QUESTIONNAIRE, INCORPORATED BY REFERENCE OR OTHERWISE, SHALL BE GROUNDS FOR THE RESCISSION OF ANY POLICY ISSUED.

THE UNDERSIGNED HEREBY AGREES, WARRANTS, AND REPRESENTS THAT HE OR SHE IS A DULY AUTHORIZED REPRESENTATIVE OF THE APPLICANT, AND IS FULLY AUTHORIZED TO ANSWER AND MAKE STATEMENTS AND REPRESENTATIONS BY AND ON BEHALF OF THE APPLICANT.





















		Signed:		Gavin Ringland

				(Duly authorized representative, by and behalf of the Applicant)



		Date:		8th December 2021





		Title:		IT Manager																Organization:				Newry, Mourne and Down Distrcit Council

				(Must be signed by an authorized officer)																				(Organization's seal)
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Please Read It Carefully And Fill It Out Completely 
Applicant Instructions: 
(1) You must take care in answering all the following questions which are relevant to us in providing this insurance 


and setting the terms and premium. Use additional paper if necessary. Please contact us if you do not 
understand the question or the nature of the information required or please seek guidance from your broker. 
Failure to provide information or the provision of incomplete or inaccurate information may result in the loss of 
cover or other remedies. If you have up-to-date engineering reports which provide answers to the questions 
below, the questions can be answered by reference to the reports.  


(2) You must tell us as soon as practicably possible about any changes to the information you have provided to us 
which happens before or during any period of insurance. We will tell you if such change affects your insurance 
and if so, whether the change will result in revised terms and/or premium being applied to your policy. If you do 
not inform us about a change it may affect any claim you make or could result in your insurance being invalid 


(3) If any questions do not apply, or the answer is "No", please indicate. 


Section I - General Information 
 Named Insured (Please include All subsidiary companies to be covered): 1


 
 
 


 Location(s) To Be Covered (Please provide the Full address of all relevant locations): 2


 
 
 


 


Section II - Record, Compliance & Future Site Plans 
 Have there been any changes to the operations in the policy period, (e.g. processes, materials, wastes)? 1


 Yes  No 


If Yes, please provide details: 


 
 


 


 Provide details of any new storage facilities or site infrastructure used for storing, handling, treating or disposing 2
of chemicals or materials (e.g. above or below ground storage tanks) together with details of any secondary 
containment. 


 
 


 


 Identify any changes in the discharges for wastewater, stormwater or emissions to air, together with the areas of 3
the site(s) they serve. 


 
 







 


Facilities Renewal Environmental Insurance Application Form Page 3/6 


 


 Have any new environmental surveys, investigation works, remediation reports, audits, monitoring works, or 4
integrity tests been undertaken? 


 Yes  No 


 
If Yes, please provide details: 


 


 


 Please identify any changes in the environmental management at the site, together with any new training 5
arrangements for safety and environmental issues. Please identify those managers with responsibility for 
environmental affairs (attach an organisation chart if available). 


 


 


 Is the Applicant required to apply for any new environmental permits, authorisations or consents? 6
 Yes  No 


If Yes, please provide details and comment on the ability of the Applicant to meet their requirements. 


 


 


 Has the Applicant had any communication or interaction with environmental regulatory organisations?  7
 Yes  No 


If Yes, please provide details of any correspondence. 


 


 


 Please identify any changes in the surrounding land uses of the site, including any changes to the use of local 8
rivers and groundwaters (including any water abstractions), neighbouring developments and residential 
properties and sites of nature conservation importance? 


 
 


 


 At the time of signing this application, are you aware of any circumstances or incidents which may have 9
adversely impacted the environment or which may reasonably be expected to give rise to a claim under this 
policy?  


 Yes  No 


If Yes, please describe. 


 


 


 The applicant may use this space to add any additional information that they think the Company may wish to 10
know: 
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Section III - Declaration 
 


I/we declare that the information disclosed in this application, is to the best of my/our knowledge and 
belief both accurate and complete. I/we have taken care not to make any misrepresentation in the 
disclosure of this information and understand that all information provided is relevant to the acceptance 
and assessment of this insurance, the terms on which it is accepted and the premium charged. 


Signed on Behalf of:   


 
   


Applicants Signature:   


 
   


Applicants Name:   


 
   


Title:   
   


Date:   
   


Agent/Broker:    


 
 


 


Signing this application does not bind you to enter into this insurance.  


No cover is in force until this application is accepted by the Insurer and the premium is paid. The Insurer 
reserves the right to decline any insurance application or to offer different premium and terms from those 
quoted dependent on the information you have provided. 







 
 


 


 


Fair Processing Notice 


This Privacy Notice describes how XL Catlin Insurance Company UK Limited or XL Insurance Company SE (for the 
purpose of this notice “we”, “us” or the "Insurer") collect and use the personal information of insureds, claimants and 
other parties (for the purpose of this notice “you”) when we are providing our insurance and reinsurance services.  


The information provided to the Insurer, together with medical and any other information obtained from you or from 
other parties about you in connection with this policy, will be used by the Insurer for the purposes of determining your 
application, the operation of insurance (which includes the process of underwriting, administration, claims 
management, analytics relevant to insurance, rehabilitation and customer concerns handling) and fraud prevention 
and detection. We may be required by law to collect certain personal information about you, or as a consequence of 
any contractual relationship we have with you. Failure to provide this information may prevent or delay the fulfilment 
of these obligations. 


Information will be shared by the Insurer for these purposes with group companies and third party insurers, reinsurers, 
insurance intermediaries and service providers. Such parties may become data controllers in respect of your personal 
information. Because we operate as part of a global business, we may transfer your personal information outside the 
European Economic Area for these purposes.  


You have certain rights regarding your personal information, subject to local law. These include the rights to request 
access, rectification, erasure, restriction, objection and receipt of your personal information in a usable electronic 
format and to transmit it to a third party (right to portability).  


If you have questions or concerns regarding the way in which your personal information has been used, please contact: 
compliance@axaxl.com. 


We are committed to working with you to obtain a fair resolution of any complaint or concern about privacy. If, 
however, you believe that we have not been able to assist with your complaint or concern, you have the right to make a 
complaint to the relevant Information Commissioner's Office. 


For more information about how we process your personal information, please see our full privacy notice at: 
https://axaxl.com/privacy-and-cookies. 
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XL Catlin Services SE 
20 Gracechurch Street, London, EC3V 0BG, United Kingdom 
 
Telephone: +44 (0)20 7933 7000  Fax: +44 (0)20 7469 1001 axaxl.com 
 
 
XL Catlin Services SE | Registered office: 20 Gracechurch Street, London, EC3V 0BG, Registered No. SE000103 England. 
XL Catlin Services SE is authorised and regulated by the Prudential Regulation Authority  and acts on behalf of: 
• XL Catlin Insurance Company UK Limited 


Authorised by the Prudential Regulation Authority and regulated by the Financial Conduct Authority and the Prudential Regulation Authority (Firm Reference No. 423308) 
Registered Office: 20 Gracechurch Street, London, EC3V 0BG. 
Registered in England – Company Number 5328622 


and/or  
• XL Insurance Company SE 


A European public limited liability company.  
Regulated by the Central Bank of Ireland 
Registered Office: 8 St. Stephen's Green, Dublin 2 D02 VK30, Ireland. 
Registered in Ireland Number 641686. 
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OFFICIALS INDEMNITY INSURANCE 
	PROPOSAL FORM 







A FULL POLICY WORDING IS AVAILABLE ON REQUEST 

1.  Name of Public Authority (‘The Proposer’) : 



          Newry, Mourne and Down District Council.





2.  Address of Civic Headquarters: 





Newry Office

O’Hagan House

Monaghan Row

Newry





Post Code: BT35 8DJ

Website Address:  www.newrymournedown.org



3.  Officials Indemnity (official duties or work performed under a statutory duty 
	or authority): 





a)   Please indicate limit of indemnity required: 	£ 10,000,000

b)  Current Financial Year Wageroll: 
	Manual: £ 14,693,022

Clerical: £ 22,981,393



Total:	£ 37,674,415





c)  Number of Employees: 



                    998

1 
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4.  Professional Indemnity (professional services undertaken by the Insured for others 
	for a fee): 



IMPORTANT NOTE - ONLY THOSE ACTIVITIES DECLARED WILL BE COVERED UNDER THE PROFESSIONAL INDEMNITY SECTION OF YOUR POLICY 



a)   Please indicate limit of indemnity required: 	£ n/a





b)  Total annual fees from professional services undertaken for third parties in the last financial 
	year: 



£ n/a





c)  Please provide an estimated percentage of total annual fees for the last financial year where 
	Professional Indemnity Insurance is required for the activities below 



Those activities in Bold require further detail in Q 4d): 



		Accountancy / Payroll Services:	%	Architecture:	%



		



		Civil Engineering:	%	Environmental:	%



		



		Expert Witness:	%	Health & Safety:	%



		



		Heating and Ventilation:	%	Human Resources:	%



		



		Information Technology :	%	Internal Audit:	%



		



		Legal Services:	%	Management Consultancy:	%



		



		Property / Land Surveying:	%	Property Management:	%



		



		Structural Engineering:	%	Training:	%



		



		Other:	%
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[bookmark: Pg3]d)  If any annual fees are declared in 4c) above from ARCHITECTURE, CIVIL ENGINEERING, 
	STRUCTURAL ENGINEERING, ENVIRONMENTAL SERVICES, LEGAL SERVICES OR OTHER 

activities please provide more information on the nature of these activities including detail of the 3 largest contracts from each in the past 12 months and the largest known contract to be undertaken in the forthcoming year: 















N/A













































5) Requested Public Authority Insured Contribution (each and every claim) 



a)   Official Indemnity	£ 5000





b)  Professional Indemnity	£ n/a
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6) Has any claim been made against the Local Authority or its Officials during the last 5 years in respect of the risks to which this proposal relates? 



No 





If ‘Yes’, give details (by separate note if preferred) 



		Date of

claim or

loss

		Brief detail of each claim or loss

		Cost (if any)

of claim paid

or loss

incurred

		Estimated

outstanding

cost
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Please read the following carefully before you sign and date the declaration 



IMPORTANT NOTICE CONCERNING YOUR DUTY TO MAKE A FAIR PRESENTATION OF THE RISK 

Before your Officials Indemnity policy takes effect you have a duty to make a fair presentation of the risks to be insured under your Officials Indemnity policy. 



A fair presentation of the risk is one: 



    which: 

    discloses to The Insurer every material circumstance which the Insured know of or ought to know of; or 

    gives the Insurer sufficient information to put the Insurer on notice that we will need to make further enquiries for 
	the purpose of revealing those material circumstances, 

    which makes that disclosure referred to above in a manner which is reasonably clear and accessible to the Insurer; and 

    in which every material representation as to a matter of fact is substantially correct, and every material representation as to a 
	matter of expectation or belief is made in good faith. 



A material circumstance is one that would influence the Insurer’s decision as to whether or not to agree to insure the Insured and, if so, 
the terms of that insurance. If you are in any doubt as to whether a circumstance is material you should disclose it to the Insurer. 



FINANCIAL OR TRADE SANCTIONS 



Royal & Sun Alliance Insurance plc is unable to provide insurance in circumstances where to do so would be in breach of any financial or trade sanctions imposed by the United Nations or any government, governmental or judicial body or regulatory agency. 



FAIR PROCESSING GUIDE 

RSA will treat your personal information fairly and lawfully in accordance with the Data Protection Act 1998. DECLARATION AND UNDERTAKING 

I/We declare that every statement and particular contained within this proposal form: 



    which is a statement of fact, is substantially correct, and 

    which is matter of expectation or belief, is made in good faith. 



If any such facts, expectations and/or beliefs materially change before your insurance policy takes effect I/we undertake to provide details 
of all such changes to the Insurer in order to comply with my/our obligation to provide a fair presentation of the risk to be insured under 
the Insurance policy 



For the purposes of making this proposal for insurance, I/we agree that the Intermediary (which I/we have appointed to advise in relation to this policy) is acting on my/our behalf and not as an agent of the Insurer. 

Signature of Official 

	







 (
 13
th
 December 2021
)Date                                                         



  





This insurance will not commence until the Insurer has indicated acceptance of the Proposal. The Insurer reserves the right to decline any Proposal. 



Royal & Sun Alliance Insurance plc (No. 93792). 

Registered in England and Wales at St Mark’s Court, 
Chart Way, Horsham, West Sussex RH12 1XL. 

Authorised by the Prudential Regulation Authority and regulated by the Financial Conduct Authority and the Prudential Regulation Authority 
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